|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Risk | Risk Statement | Response Strategy | Objectives | Likelihood | Impact | Risk Level |
| GitHub | Any source code pushed to GitHub for checking could potentially contain information that hackers will find useful such as passwords | Keep passwords regularly updated | Reduce the likelihood of hacking and data leaks. | Medium | High | Medium-to-High |
| Human Interference | Could accidently delete files needed for project | Make sure things are regularly sent to GitHub whilst being mindful of what I’m deleting | Reduce disruptions | Low | High | Medium-to-High |
| Internet | My internet could be disrupted that could hinder me from getting work done | Use ethernet cable or work closely to Wi-Fi | Reduce disruptions | Medium | High | Medium-to-High |
| COVID-19 | Could be affected by the out break in my city and unable to work due to illness | Be safe as possible by staying indoors | Reduce the likelihood of illness | Medium | High | Medium-to-High |
| Eclipse | Could possibly crash and work lost | Make sure Eclipse is up to date | Reduce disruptions | Medium | High | Medium-to-High |
| Sonarqube | Any source code pushed to Sonarqube for checking could potentially contain information that hackers will find useful such as passwords | Keep passwords regularly updated | Reduce the likelihood of hacking and data leaks. | Medium | High | Medium-to-High |
| Computer | Laptop could crash and work lost due to this. | Regular upload work to GitHub | Reduce disruptions | Medium | High | Medium-to-High |